Q1.) Configure a cron job on Primary machine

a. The user natasha must configure a cron job that runs daily at 14:23 local time and executes /bin/echo hiya

OR

b. The user natasha must configure a cron job that runs daily at every 3-minute local time and executes /bin/echo hiya

Q2.) Add a user john with uid 1800 and set password thuctive.

Q3.) Create the following users, groups, and group memberships: -

A group named sysadmin. A user natasha who belongs to sysadmin as a secondary group. A user sarah who also belongs to sysadmin as a secondary group. A user harry who does not have access to an interactive shell on the system, and who is not a member of sysadmin. Natasha, Sarah and Harry should all have the password of thuctive

Q4). Create a collaborative directory “/common/admin” with the following characteristics: Group ownership of /common/admin is sysadmin. The directory should be readable, writable, and accessible to members of sysadmin, but not to any other user. (It is understood that root has access to all files and directories on the system.) Files created in /common/admin automatically have group ownership set to the sysadmin group.

Q5). Copy the file /etc/fstab to /var/tmp. Configure the permissions of/var/tmp/fstab so that: -The file /var/tmp/fstab is owned by the root user. The file /var/tmp/fstab belong to the group root. The file /var/tmp/fstab should not be executable by anyone. The user natasha is able to read and write. /var/tmp/fstab. The user sarah can neither write nor read /var/tmp/fstab. [Note: all other users (current or future) have the ability to read/var/tmp/fstab.]

Q6). Configure NTP in your system so that it is an NTP client of classroom.example.com.

Q7). Find the files in your system which is owned by simone user & copy all the files on /root/found Directory.

Q8). Find the string strato from /usr/share/dict/words/file and save the result in /searchfile.

Q12). Create a backup.tar.(bz2 or gz) of /etc directory in /home location.